
349 

Defense Acquisition Regulations System, DoD 246.406 

part 12 procedures for the acquisition 
of commercial items, for the acquisi-
tion of— 

(1) Repairable or consumable parts 
identified as critical safety items; 

(2) Systems and subsystems, assem-
blies, and subassemblies integral to a 
system; or 

(3) Repair, maintenance, logistics 
support, or overhaul services for sys-
tems and subsystems, assemblies, sub-
assemblies, and parts integral to a sys-
tem. 

(b) Follow the procedures at PGI 
246.371 for the handling of notifications 
received under the clause at 252.246– 
7003. 

[72 FR 2636, Jan. 22, 2007, as amended at 78 
FR 37989, June 25, 2013] 

Subpart 246.4—Government 
Contract Quality Assurance 

246.401 General. 
The requirement for a quality assur-

ance surveillance plan shall be ad-
dressed and documented in the con-
tract file for each contract except for 
those awarded using simplified acquisi-
tion procedures. For contracts for serv-
ices, the contracting officer should pre-
pare a quality assurance surveillance 
plan to facilitate assessment of con-
tractor performance, see 237.172. For 
contracts for supplies, the contracting 
officer should address the need for a 
quality assurance surveillance plan. 

[75 FR 22706, Apr. 30, 2010] 

246.402 Government contract quality 
assurance at source. 

Do not require Government contract 
quality assurance at source for con-
tracts or delivery orders valued below 
$300,000, unless— 

(1) Mandated by DoD regulation; 
(2) Required by a memorandum of 

agreement between the acquiring de-
partment or agency and the contract 
administration agency; or 

(3) The contracting officer deter-
mines that— 

(i) Contract technical requirements 
are significant (e.g., the technical re-
quirements include drawings, test pro-
cedures, or performance requirements); 

(ii) The product being acquired— 
(A) Has critical characteristics; 

(B) Has specific features identified 
that make Government contract qual-
ity assurance at source necessary; or 

(C) Has specific acquisition concerns 
identified that make Government con-
tract quality assurance at source nec-
essary; and 

(iii) The contract is being awarded 
to— 

(A) A manufacturer or producer; or 
(B) A non-manufacturer or non-pro-

ducer and specific Government 
verifications have been identified as 
necessary and feasible to perform. 

[70 FR 8543, Feb. 22, 2005, as amended at 75 
FR 45074, Aug. 2, 2010] 

246.404 Government contract quality 
assurance for acquisitions at or 
below the simplified acquisition 
threshold. 

Do not require Government contract 
quality assurance at source for con-
tracts or delivery orders valued at or 
below the simplified acquisition 
threshold unless the criteria at 246.402 
have been met. 

[70 FR 8543, Feb. 22, 2005] 

246.406 Foreign governments. 

(1) Quality assurance among North At-
lantic Treaty Organization (NATO) coun-
tries. (i) NATO Standardization Agree-
ment (STANAG) 4107, Mutual Accept-
ance of Government Quality Assurance 
and Usage of the Allied Quality Assur-
ance Publications— 

(A) Contains the processes, proce-
dures, terms, and conditions under 
which one NATO member nation will 
perform quality assurance for another 
NATO member nation or NATO organi-
zation; 

(B) Standardizes the development, 
updating, and application of the Allied 
Quality Assurance Publications; and 

(C) Has been ratified by the United 
States and other nations in NATO with 
certain reservations identified in 
STANAG 4107. 

(ii) Departments and agencies shall 
follow STANAG 4107 when— 

(A) Asking a NATO member nation 
to perform quality assurance; or 

(B) Performing quality assurance 
when requested by a NATO member na-
tion or NATO organization. 
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